Вопросы для круглого стола «АйТи БАСТИОН»

1. Разделение сетей. Сегменты, требующие повышенного внимания: DMZ, промышленный сегмент, корпоративная сеть, сети филиалов.

2. Сложившаяся практика сегментации сетей. Инструменты, которые есть на рынке сегодня - достаточно ли их.

3. Аутентификация пользователей в сегментированной сети: SSO, федеративная аутентификация или другие. Контроль пользователей и выявление нарушений правил сегментации.

4. Какие из требований регуляторов способно «закрыть» разделение сетей объектов КИИ в рамках комплексных проектов по ИТ-безопасности.